The Internet of Things (IoT) is seen as the next stage of the information revolution and, with an estimated 30 billion of objects connected by 2020, it is becoming a more and more a concrete reality. IoT is capable of revolutionizing our lives through manifold applications in smart cities, smart homes, security, positioning and tracking, vehicular connectivity, and e-health.

In the beginning, most IoT research and development had focused on “application and above” network layer issues. It was treated as an afterthought to, and simple use-case of, the envisioned 5G (high speed/high complexity) radio access technology. Recently however, awareness of physical and access layer issues, tailored to the specific nature of IoT communication, has drastically increased. Furthermore, the vision of IoT has matured within both academy and telecommunication companies. Massive connection requirements and low powered devices are driving fundamental research and development into designing ad hoc PHY, MAC and NET layers for this 5G technology. Examples of yet unanswered questions surrounding the IoT technologies include: 1) Should IoT networks base their communication on an ad hoc network or exploit the potential of 5G cellular infrastructure?; 2) Should they be connectionless systems, or exploit the support of a full protocol stack?; 3) How will IoT networks interact with multiple antenna systems, and in particular with the envisaged massive-MIMO base stations deployed in 5G networks?; and 4) Should IoT devices exploit the possibilities offered by energy harvesting to prolong their battery life?

The goal of this workshop is to bring together academic and industrial researchers to discuss these questions and identify further technical challenges, such as possible network architecture, most suitable protocol stacks, and recent results related to IoT and M2M networks, as well as their applications. Topics of interest include, but are not limited to the following:

- MAC-layer and network-layer protocol design for IoT.
- PHY-layer design for low-latency and energy efficient IoT.
- Vehicular (V2X) communication design.
- Big data and machine learning techniques for deployment and optimization of IoT.
- Real world deployment and business/industry case studies for IoT and M2M.
- Implementation of cloud networking for IoT networks.
- Software defined radio (SDR) and software defined networking (SDN) for IoT.
- Different IoT solutions for wide-area communications.
- IoT physical and network layer standardization efforts in 5G.
- Security and cryptography applied to IoT.
- Multi-antenna (MIMO) oriented IoT design and solutions.
- Antenna and transceiver design for IoT.
- Performance evaluation of IoT networks.
- Energy harvesting for battery life extension of IoT equipment.
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